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Challenges in Privacy: 
The Problem

The data of an individual can have a 
direct influence on the results of a 

program. 
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A Possible Solution:
Differential Privacy



Syllabus for the course

Location: Davis 113A 
Time: Thursday 10:30 - 12:00  
Credits: 3 (Possible also to take it for 1 or 2) 
Office Hours: Thursday 12:00 - 1:00 or by appointment 
Discussion forums: NB and Piazza (by invitation)

Course load:  
- presenting a research paper,  
- commenting on the papers presented every week, beforehand 
on NB and during class,  
- working on a project and presenting the results or 
alternatively presenting another paper

http://nb.mit.edu/
http://www.piazza.com/


Grading

30% - paper presentation  
40% - engagement and participation in 
class and on NB and Piazza 
30% - project or other article presentation
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D - Programming Languages
1- Frank McSherry: Privacy integrated queries: an extensible platform for privacy-
preserving data analysis. SIGMOD Conference 2009: 19-30 
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Articles
F - Applications to other areas
1 - Konstantinos Chatzikokolakis, Catuscia Palamidessi, Marco Stronati: Geo-
indistinguishability: A Principled Approach to Location Privacy. ICDCIT 2015: 49-72 
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Roth: Generalization in Adaptive Data Analysis and Holdout Reuse. CoRR abs/
1506.02629 (2015) 
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Reference Book

Cynthia Dwork and Aaron Roth,  
“The Algorithmic Foundations of Differential Privacy,” 
Foundations and Trends in Theoretical Computer Science, Vol 9, 
Nos 3–4, pp. 211–407, 2014.  
PDF file available on Aaron Roth’s webpage. 
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