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- $C_1$: Normal Ciphertext
- $C_2$: EWE of Plaintext
- $\Pi$: NIZK of Correctness
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Warrant Signed By Judge
Proof of Publication Of Transparency Info
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